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The diversity of the Internet increases in several important aspects in the coming years:

· Network diversity increases, not least by the rapid deployment of wireless networks and mobile nodes. Wireless networks add to the diversity by adding networks with unpredictable and ever-changing network characteristics. To this increased diversity is also added the complexity of overlay virtual networks, a practice that is becoming more and more common. Temporary Networks are increasingly created for moment and application.

· Terminal diversity increases with devices that today are not generally thought of as Internet-capable, such as tiny and embedded or semi-embedded devices that make their claim for first-class Internet citizenship. Internet-capable nodes become so small and so low-cost and so little power-demanding that they can be used in almost any disposable item where computing and communication capabilities are wanted.

· At the same time, the User diversity increases, as larger and larger parts of the entire world population connects to the Internet. The average user of tomorrow will be even less prone to dig into the technical details of networks and terminals, to mess around with complex installation, configuration and management procedures. Instead, users want to interact with content and services.

Given this diversity evolution, the installation, configuration and management of networks and terminals will become more and more complex. It is anticipated that in the future there will be many more computers and more networks than humans. Then we can not expect that we have the time to establish and maintain networks the way we do it today. Furthermore, the process is very error prune. Networks have to be "automagically" created on demand and removed when not needed. This goal is sometimes called the ``The Invisible Internet'', and the idea is that Internet connectivity from a wall socket or the wireless equivalent should be as ubiquitous and as simple to use as mains power from a wall socket.

Research issues

Future research must therefore address the problems of self-configuration, self-installation and self-management in networks and terminals, i.e. without any human interaction as far as possible. On-going research leading towards this vision include Ad hoc Routing, Sensor Networks, Active Networking, Terminodes project and the IETF zeroconf effort. Other stepping stones are known under the names of Ambient Networking, Autonomic computing and Pervasive computing.

We will here elaborate three key areas of research for self-configuring: network formation, communication security and terminal adaptability. For each area we will comment on our own on-going research.

Network formation and removal. 

Nodes need to form link domains in an efficient fashion that allow for efficient routing and resource discovery.  Nodes need to discover other active nodes and what other nodes their neighbours can contact. A node may be covered by many network technologies simultaneously, e.g. wireless access and a small network may roam within a larger network. Once link domains are formed, routing between link domains need to be established as well as to gateways to surrounding networks.

Group/overlays are formed depending on the characteristics and purposes of the participating terminal devices, environment and users. Join and leave principles need to be established. Established networks need to be removed when not needed anymore. A "Network soft state" principle would be attractive to time out inactive networks.

Temporary networks, such as Ad Hoc and Mobile IP redirections, require awkward adjustments to the IP infrastructure. Our approach is to use network pointers as an “Underlay” to IP to build simple temporary structures that also are straightforward to remove. The approach has similarities with i3 concept. An important Temporary Network is ad hoc networks. We explore how Internet connectivity could be provided in this rapidly topology shifting environment by using underlays and tunnels.

Security 

Every self-configuring network must deploy the security measures for identification, authentication and trust building. A crucial issue is how to boot-strap this without a central authority. Self-configuring networks also need to launch countermeasures against denial-of-service attacks. Privacy is also an important property. An emerging security area is Personal Area Networks, PANs. Devices in a PAN move as group and may occasionally join the fixed Internet as well as merge with other groups. There is a need to handle group security in these meetings.

Terminal adaptability 

Terminals need to adapt not only to the applications, but also to the network environment. A device may be sold in companion with network software (an "invisible" butler residing in the network) which supports adaptation, configuration and maintenance. Tiny devices, with limited resources, could use proxies to become first class Internet citizens while still benefiting from the security and self-configuration. We have developed proxy based personalized Session overlays for user, content, network and terminal adaptability.
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